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ABSTRACT

Blockchain facilitates a broad spectrum of applications such as transaction of cryptocurrency, catering 
to financial services, designing, and constructing smart cities and so on. It has astounding benefits 
including accountability, consistency, and decentralization. Smart healthcare can be exemplified as 
utilizing propitious electronic technology safeguarded with blockchain for superior diagnosis of the 
disorders, improvised and cost-effective treatment of the patients, and enhanced quality of lives. Since 
blockchain in smart healthcare architecture hosts substantial amount of patient data, queueing models 
play a pivotal role to efficiently process the data. This paper highlights the concepts of blockchain, 
then delves into the smart healthcare architecture, and then deals with the several queueing models 
that already exist. It proposes the model (i.e., hQChain), which is inculcating M1,b/Mb/1 queueing 
model into blockchain-based smart healthcare architecture. It offers a queuing mathematical and 
analytical model to analyze and study the performance measurement of hQChain model.

Keywords
Blockchain, Distributed Ledger, Electronic Health Record, Electronic Medical Record, Queueing Models, Smart 
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INTRODUCTION

Blockchain provides an anonymous, accountable, authentic, consistent, decentralized and persistent 
approach for consensus impelled interaction amidst numerous entities through its distributed ledger 
(Carlozo, 2017). It has already revolutionized people’s living standards by its immense impact on 
financial sectors, agriculture, transportation, healthcare and so on. Blockchain first came into limelight 
since the inception of Bitcoin by Santoshi Nakamoto (Nakamoto, 2008). It is essentially tampered 
proof as data is recorded in form of blocks and each block holds the corresponding data as well as 
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the cryptographic hash of its preceding block. Figure 1 illustrates the same. If any unauthorised 
amendment is made on any block, its hash immediately changes and hence there is a hash mismatch 
with its successor and the tampered block can be easily recognized.

Blockchain is widely used to enhance the security in several components of a smart city. Smart city 
is a signification bestowed to a city that ingests current information and communication technologies 
(ICT) to boost the quality of life for its dwellers (Deakin and Waer, 2011). Healthcare is treated as the 
preeminent fundamental facility and a city where hale and hearty citizens inhabit is equitable in every 
scenario. As a result of this, over the years, several researchers are inclined to work in the domain of 
smart health. Figure 2 gives the worldwide last five years comparison of Google Trends interest in 
Smart City and Smart Health. Due to its fundamental features, Blockchain based Healthcare is also 
garnering interest of researchers as illustrated in Figure 3.

Figure 4 represents the major healthcare goals:

•	 Disease Prevention: Disease prevention is a practice by which patients, specifically those with 
huge risk factors, are continually supervised and evaluated to foil the ailment from arising. Thus, 
the cure kickstarts even before symptoms of the disease, or shortly thereafter. To accomplish this 

Figure 1. Block diagram of a Blockchain

Figure 2. Google Trends Smart City and Smart Health Comparison

Figure 3. Google Trends Smart Health and Blockchain in Healthcare Comparison
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possible, the patient has to be monitored regularly. It thus requires persistent fitness check-ups, 
activity surveillance and analysis, disease prognosis etc.

•	 Disease Diagnosis: After patient shows certain symptoms of disorder, these need to be properly 
diagnosed to provide the best treatment. Diagnosis involves initial and detailed assessment by 
studying the patient history, evaluation of his major complaints and symptoms, prescribing 
certain medical tests. After the tests are conducted, the performance of the patient, interpretation 
of the outcomes is vital.

•	 Disease Treatment: Physician or specialist check-ups, follow-ups, conduct of medical procedures 
like surgery etc, patient being admitted to the hospital and his successive discharge and further 
consultations, proper medicines being prescribed play an important agenda in the course of the 
entire treatment.

All these three thus are essentially important to assure the best of the health of the citizens.
With the ever-increasing population, it becomes extensively critical to ensure wellbeing of the 

citizens in an instantaneous and efficient manner. It calls for innovation of smart devices and techniques 
which constantly monitor one’s health and also administer timely solutions and treatment. Smart 
healthcare reposits the data conveyed by the smart health devices and this is termed as Electronic 
Medical Record (EMR) (Hillestad et al., 2005). This data is then inspected by health care professionals 
for improved diagnosis and treatment. This digital record keeping, and analysis are both cost and time 
effective for both patients and hospitals (Kemkarl and Dahikar,2012). Blockchain has the potential to 
provide doctors, medical practitioners as well as patients a guarded and regulated transfer of sensitive 
data. Thus, it can revamp data sharing and promoted transparency between clinical and systems. It 
also illustrated a proposed model of how Blockchain administers a significant platform for healthcare 
organizations to serve more effective treatment and diagnosis through potentially safe and secure data 
sharing even from remote ends. A patient notices symptom and seeks cure. Any healthcare operator 
can access his medical history from the blockchain and gather knowledge about his current clinical 
status. In this same blockchain platform, doctors can order patients diagnostic tests, perform them 
as well as interpret their outcomes (Pratyusa Mukherjee et al., 2021). In near future, similar tests can 
be avoided by the patient and hence its more economic for him. An array of professionals can proffer 

Figure 4. Major Healthcare Goals
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the best treatment to the patient and administer post follow ups and make sure the patient adheres to 
all measures to stay fit and healthy. Optimal functioning of blockchain calls for adequate processing 
of this huge amount with minimal waiting time. Thus, this calls for the formulation of blockchain 
queues. A queueing model (Obulor and Eke, 2016) needs to be constructed so that queue lengths and 
waiting time can be predicted and analytical decisions can be taken.

The prime emphasis of this paper is enlisted below:

•	 Study the incorporation of blockchain in smart healthcare.
•	 Highlight the concept of queueing in blockchain.
•	 Propose hQChain model to a working model to adjoin queueing models in blockchain.
•	 Demonstrates the performance measures and numerical results.

Section 1 gives an elaborate introduction to the topic. The related work is discussed in detail in 
Section 2. It is divided in separate sub sections giving the nitty-gritty of existing smart healthcare 
techniques using Internet of Medical things, Big Data followed by application of Artificial Intelligence 
and Machine Learning in the field of healthcare. Section two also discusses the already available 
blockchain based Healthcare models and highlights the necessity to include queueing models for the 
same. Section 3 gives the proposed Smart Healthcare Architecture inculcated with Markovian Single 
Server. The performance measures are discussed in section 4 and numerical results are demonstrated 
in Section 5. Section 6 finally concludes our finding and throws some light on our future endeavours.

RELATED WORK

Continuous data sharing amidst patients and health care providers is an essential component of Smart 
Healthcare. mHealth and eHealth are two vital pillars of on which smart healthcare system rests. 
eHealth (Norman and Skinner,, 2006) or electronic health makes use of computers and internet to 
reposit and supervise medical records instead of paper files. mHealth (Kay et al., 2011) or mobile 
health performs medication and healthcare using mobile phones, computers or tabs. mHealth thus 
can be considered as a subset of eHealth.

Existing Techniques for Smart Healthcare Using Internet of Things
Internet of Medical Things (IOMT) facilitates identification, surveillance and intimidation to healthcare 
providers regarding the patient’s vital stats at a very early stage to circumvent any severity in future 
(Joyia et al., 2017). Smart health devices can be utilized to track health statistics such as heart rates, 
blood glucose levels and sleeping patterns. Such devices can also be trained to remind them of day 
to day medications. Information collected from these devices by 24*7 observation of the patients 
are analysed and integrated instantly. These are then immediately communicated to doctors in real-
time which enhances the efficiency of healthcare system (Lee, 2011, Kumar and Venkatesan, 2014, 
Meyer et al., 2016).

Shima Okada et al. have developed a system which scrutinizes the body stats during sleep hours 
because the body nuances are predominantly correlated to the sleep-wake cycles (Okada et al., 2012). 
A remote IoT health care monitoring system was delineated by M. S. Kiran et al. that integrated the 
medical data from biomedical sensors and instantaneously translated it to the adjoining gateway for 
essential processing (Kiran et al., 2014). Iuliana Chiuchisan et al. framed the architecture for a health 
care system to outsee patients in smart Intensive Care Units (ICU) (Chiuchisan et al., 2014).

Luca Catarinucci et al. proffered a IoT based Smart Health System which enables automated 
tracking of patient, nursing staff and biomedical devices within the hospital environment as well as 
remote monitoring situations. They illustrated that their proposed architecture is equally capable to 
tackle emergencies immediately (Luca Catarinucci et al., 2015). Bhoomika. B.K and K N Muralidhara 
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proposed a secured IoT based health monitoring system by using the PIC18F46K22 microcontroller 
as a doorway to communicate to several sensors designated to track the temperature, pulse rate, ECG 
or blood pressure of patients. Data collected by the microcontroller which is encrypted using standard 
AES128 is then sent it to the concerned doctors through a password protected network Wi-Fi module 
to present real time monitoring of the health (Bhoomika and Muralidhara, 2015). The controller is 
also connected with a buzzer to alert the caretaker about variation in sensor output thus enabling a 
quick provisional medication for the patient. It demonstrated an IoT supported healthcare kit which 
can be deployed as a mobile app to enable doctors to examine their patients from anywhere and 
everywhere and avert any emergency medical situations (Punit Gupta et al., 2016). Several other IoT 
based Smart Healthcare architectures are also suggested (Hongxu Yin et al., 2018 and Hongxu Zhu 
et al., 2019). Liyakathunisa Syed et al. put forward a novel smart healthcare big data framework to 
remotely monitor, compare and analyze physical daily activities of healthy and unhealthy population 
(L Syed et al.,2019). Another Smart Healthcare System in IoT environment can monitor a patient’s 
rudimentary health conditions as well as the room condition where the patient is in real-time using 
five sensors in order to capture particular details using a heartbeat sensor, a body temperature sensor, 
a room temperature sensor, a CO sensor and a CO2 sensor (Md. Milon Islam et al., 2020).

Certain obstacles prevail in using IoT in Healthcare. Design issue is a predominant one. IoT 
based architectures are very robust and complex as all nearby devices must be able to interact with 
each other constantly (Solanas, et al., 2017; Baker et al., 2017). There is no definite standardization 
to design the most efficient IoT system that can bridge the gap between service providers and users. 
Privacy in Smart Healthcare plays a very crucial role as highlighted (He et al., 2018). The information 
assembled should be strictly confidential and safeguarded from any intrusion. All the smart devices 
must highly synchronised for proper functioning.

Existing Techniques for Smart Healthcare Using Big Data
Big Data in Healthcare refers to the abundant health data accumulated from diverse sources which 
is available in gigantic amount and is highly variable and diverse in structure and nature. Figure 5 
mentions the several sources of big data in healthcare.

It proposed a cloud-based architecture to deal with plentiful amount of data requests from health 
service providers (He et al., 2012). It also recommended a distributed framework to store and examine 
huge quantities of approximately 77GB EEG data (Sahoo et al., 2013 and Jayapandian et al., 2013). 
Their proffered system Cloudwave processed five EEG reports in 1 minute, whereas the traditional 
system took more than 20 minutes. It also revealed that integrating Big Data into healthcare can 
provide an insight to several issues like how healthcare expenses vary geographically, which treatment 
is more prevalent in which disease, why are patients more inclined towards a particular health provider 
etc. (Sukumar et al., 2015). Zhe Yang et al. gave an IoT and Cloud amalgamated approach for real 
time collection and display of ECG data to in the preliminary diagnosis of certain heart disorders 
(Zhe Yang et al., 2016).

The incorporation of Bigdata into Healthcare also poses certain difficulties. The availability of 
several Bigdata technologies, their scalability, ease of use, ability to manipulate at different levels 
remain a serious issue. Quality of data stored and analysed, its confidentiality and privacy are also 
critical. There is a strong gap between data collection and processing (Zeadally et al., 2019). Bigdata 
technologies need to be menu driven, user friendly as well as more transparent for easy implementation. 
Healthcare data is highly fragmented thus demands constant data acquisition and cleansing to pave 
way for new data.

Existing Techniques for Smart Healthcare Using 
Artificial Intelligence and Machine Learning
Incorporation of Machine Learning in the healthcare systems has offered new dimensions in the 
smart healthcare. Google has lately started utilizing machine learning algorithms to detect cancerous 
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tumours on mammograms. Benefits of AI in Healthcare are plenty. It assists medical practitioners for 
better decision making to improve the accuracy of diagnosis. This better treatment thus reduces human 
error and chances of fatality. It has studied the prospects and contribution of machine learning in 
medical diagnosis. By providing online care and assistance through chatbots, AI reduces the patient’s 
frequency to visit healthcare centres thereby optimizing the cost. Medication reminders can also be 
provided by AI an ML based healthcare (Kononenko et al., 2011). Harvard Medical School engages 
AI to help diagnose and treat patients more quickly as AI prove to be excellent and reliable symptoms 
checker. AI enabled machinery provides assistance to radiologists to automatically analyse the scans 
and reports for more assured diagnosis. BioXcel Therapeutics uses AI to recognize and develop new 
medicines in the domains of immuno-oncology and neuroscience, to enable drug re-innovation to 
discover new applications for existing drugs or to identify new patients.

It has analysed the utilization of Machine Learning in cancer forecasting and prognosis by 
analysing the cancer susceptibility, prediction of survivability and recurrence. Deep learning algorithm 
are being incorporated by Stanford University for investigating possibility of skin cancer (Joseph 
A. Cruz and David S. Wisharts, 2006). Andre It also observed that clinical images to identify skin 
cancer subtypes using neural networks. The procedure of drug creation can also be empowered by 
AI-powered programs which can reduce the expenses and overheads of developing pharmaceuticals 
through traditional clinical trials (Esteva et al., 2017).

Several challenges are also associated to healthcare with artificial intelligence or machine learning. 
A contrasting variation between training data and real-world data may lead to inappropriate conclusion 
which might result in wrong diagnosis and fatality. Machine learning applications usually function 
as a “black box” where decision-making is solely independent of human interference. Thus, there is 
no proper method to judge the accuracy of conclusions inferred by such applications. With time, the 
training datasets get outdated and contradict with the inevitable reality in changing medical practices, 

Figure 5. Sources of Bigdata in Healthcare
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medications available and changes in disease characteristics and symptoms. Privacy regulations play 
a predominant role when it comes to sharing patient’s experiences on a wider scale.

Smart Healthcare Using Blockchain Technology
Blockchain has is thus competent enough to have havoc applications in the domain of healthcare. It 
keeps an unsusceptible, decentralized, and transparent record of all patient data. The decentralized 
feature of this technology also enables every party to share the same information quickly and safely. 
This quick access reduces the diagnosis time and provides quicker treatment. Blockchains do not 
require any separate standardization and are highly scalable to be inculcated with other technologies. 
Blockchain also eases the medical supply chain and provides drug traceability. Several blockchain 
based Smart Healthcare Architectures have been proposed by many researchers in recent years.

Matthias Mettler discussed the potential application of Blockchain for healthcare regulation, 
medical research, and drug counterfeiting in the pharmaceutical sector (Mettler, 2016). It also presented 
their perspectives on blockchain based EMR data sharing between health-related service providers 
with full privacy, security and availability. This methodology reduces the turnaround time for health 
information sharing, quickens decision making and diminishes the overall cost (Alevtina Dubovitskaya 
et al., 2017). AF. da Conceição et al. [36] presented how blockchain and smart contracts could enhance 
data access, management, and interoperability in the healthcare sector (da Conceição et al., 2018). 
It also presented the challenges and obstacles that must be resolved before the effective absorption 
of blockchain technology in healthcare systems (Tanesh Kumar et al., 2018). They have utilized the 
concept of smart contract which is key to define the pre-defined agreements amongst the numerous 
stakeholders involved. It developed a blockchain based model to ensure data security, provide data 
provenance and enable patients full control of their vital health records (Yan Zhuang et al., 2020).

Necessity of Queueing Models in Blockchain Technology
It has been observed that most important steps are to develop the basic theory related to a blockchain, 
for example, mathematical models such as Markov processes and queueing theory for mining 
management and consensus mechanism, performance analysis and optimization of blockchain 
systems play crucial roles and demand more attention. The concept of blockchain queueing theory 
was introduced by Kasahara and Kawahara (Kasahara and Kawahara, 2016; Kawase and Kasahara, 
2017), who proposed that the processing time follows continuous probability distribution. To draw 
effective services from the blockchain the entire task is segregated into two major stages. First is to 
focus on the block generation and blockchain building process. Second is to effectively process these 
blocks to draw valuable information about a patient’s health to provide effective treatment.

A mining processes is used to maintain and update a blockchain where many nodes or participants, 
termed as miners, compete to solve a very difficult puzzle-like problem (Kiayias et al., 2016; Quan-Lin, 
2018). Initially the patient records are organized into a block, and then the block is included into the 
blockchain after the nonce is decided by means of a mining competition that is an algorithmic puzzle 
specialized for this block. Service time is defined as the record confirmation time which is the sum of 
the block generation and blockchain building times. A block is a list of patient health data, together 
with metadata that consists of the timestamp of the current block, the timestamp of the immediately 
preceding block, and a field called a nonce which is given by the mining winner. Li et al. focused 
on developing queueing theory for blockchain systems using a Markovian batch service queueing 
system for cryptocurrencies for easy block generation and blockchain creation. They also expressed 
three major performance measures namely average number of records in the queue, average number 
of records in a block, average processing time (Li et al., 2018; Li et al., 2019).

Julian Barreiro-Gomez et al the concept of cryptographic tokens in blockchain as well as the 
behaviour of the agents depending on the incentive, network security and network delay (Barreiro-
Gomez and Tembine, 2019). Stefan Geissler et al. developed a discrete-time queueing model that 
allows the evaluation of key performance indicators of blockchain and distributed ledger systems. 
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They analysed the queueing model based on the queue size and waiting time for each transaction 
(Geissler et al., 2019).

PROPOSED MODEL

It is thus evident that the blockchain is hosting tremendous amount of patient data ranging from 
his previous health records, already performed medical tests, procedures undergone, his regular 
medication information as well as vital stats. It is therefore very crucial to timely process as well as 
analyse this massive data to provide the best service. This feature calls for the incorporation of proper 
queueing models. Queueing model is required at three stages. Firstly, when health related data from 
several sources like the patient himself, doctors and health professionals is fed into the blockchain. 
Next withing the blockchain, efficient queueing is needed to process and analyse each data timely. 
Thirdly, from the blockchain when solution or treatment is to be sent to the patient’s smartphone or 
medical professionals, it must be quick and appropriate.

Considering the functioning of the blockchain system, the system can be modelled as a blockchain 
queue which is termed as hQChain. Figure 6 illustrates the proposed hQChain model. Here the 
generation process of the blocks and the process of building the blocks are considered as two stages 
where the batch service works. During the block generation stage, the confirmation of a block is done 
with the help of a computational problem solving by a miner out of the miners using cryptographic 
hash algorithmic procedure, named mining. The nodes who contest to solve the problem are termed 
as miners. The miner who is the winner in the competition will be given some reward having some 
constant values as well as the charge of the transactions, and still has the authority for appending any 
newly arrival block into the system. A block is the collection of transactions, metadata which includes 
the timestamp of the newly added block, previous block, nonce given by the mining winner. In our 
model, the service time is considered as the sum of generation of blocks and blocks building process.

Some of the model descriptions of hQChain are defined as follows:

Figure 6. hQChain: Queueing Model for the Blockchain based Healthcare system where the generation process of the blocks and 
the process of building the blocks are considered as two stages where the batch service works
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•	 Arrival Process: The Transactions enters to the blockchain model with the Poisson process. 
The arrival rate to the system is defined as each transaction enters into the system, waits in the 
queue where there are infinite waiting room in the system. One transaction may join into the 
system or there may be b number of transactions enter into the system. The lower left corner of 
fig (6) shows the arrival process of the transactions.

•	 Service Process: Every transaction once entered the system is queued up in a buffer that is infinite 
in size. During the first stage of service, known as the block creation process, the transactions are 
successfully mined into blocks. A set of transactions are taken in a block (let it be b), a mining 
winner added a nonce to the block . Finally, during the second stage of the service, the blockchain 
is pegged with a block having a group of transactions. The service rate is denoted by μ and is 
shown in the lower part of Figure 6.

•	 Discipline of Block-generation: A block is consisting of many transactions, but a maximum of 
b transactions can contain inside a block. The transactions inside the block do not necessarily 
follow FCFS w.r.t their arrivals. Some transactions those who arrived late at the queue may be 
mined into the block first. But for simplification, we have considered FCFS in our system model. 
The block generation process is depicted in the lower centre of Figure 6.

•	 Maximum block size: The maximum block size is limited, which helps in avoiding spam 
attacks. There are at most b transactions that can be taken in a block. If there are more than n 
transactions waiting in the waiting room, only at a maximum of n transactions are considered 
for the new block generation.

•	 Independence: Every random variable mentioned above will be independent of one another.

This paper models the system as a Markovian single server M1,b/Mb/1 queueing system where 
the server serves the entire batch of transactions in the queue:

π
0

: The system has no transaction arrived at the queue for posting into the block.
π
b

: The system having b number of transactions arrived in the queue for posting into the block.
π
i
: The system having i number of transactions arrived in the queue for posting into the block (0 

<= i <= b).

The balance equation for the system can be written as:
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π π
1 1 0
= q 	 (3)

From equations (1),(2) and (3), π
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 as follows:
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The sigma functions used in equation (12) is expressed as follows:
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Putting equations (13) and (14) in equation (12):
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The Stirling’s Approximation is given by:
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where 0< i <b:
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where:
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PERFORMANCE MEASURES

The following are some baseline performance measures of the proposed model:

Lq: The average number of transactions in the queue (i.e, the block currently mined):

L i
q

i

b

i
=

=
∑
0

π 	 (21)

where:
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2. 	 Wq: The average amount of time a transaction in queue or the block being mined:
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W
L

q

q=
λ

	 (22)

3. 	 W: The average amount of time a transaction in the system i.e., the transaction in the blockchain:

W W
q

= +
1

µ
	 (23)

4. 	 L: The average number of transactions in the system:

L W= λ 	 (24)

NUMERICAL RESULTS

For demonstrating the applicability of the above blockchain based queueing healthcare system, 
several numerical results have been carried out and few of them are presented here. Table 1 shows 
the average waiting time of the transactions in the waiting queue for different arrival rates (λ) and 
different block sizes (b). The mean waiting time decreases in the queue when b increases. It also 
increases when λ decreases. Table 2 shows the variance of the waiting time in the queue for different 
arrival rate (λ) and different block sizes (b). The variance decreases in the queue when b increases. 
It also increases when λ decreases.

The effect of queue length on mean system length(L). mean queue length (Lq), mean waiting 
time (W) of a transaction in the system, and in the buffer are presented in Figure 7-10 respectively 
for a fixed b=5.

Figure 11 illustrates dependence of blocking probability of the buffer size N varying from 1 to 
30 and the batch size b varying from 1 to 7. The parameters are taken as λ=0,7, µ= 5 2. We observe 
that for fixed batch size the loss of probability decreases as the buffer size increases. Further with 
fixed buffer size it increases when the batch size increases. Hence, we can setup an admissible batch 
size and the sufficient buffer size in the system in order to have lower blocking probability.

Table 1. Mean waiting time of the transactions in the waiting Queue

λ =0.05 λ =0.03 λ =0.01

b μ=0.04 μ=0.06 μ =0.08 μ=0.04 μ=0.06 μ =0.08 μ=0.04 μ=0.06 μ =0.08

10 989.2623 781.1622 683.3933 894.5345 689.7567 668.1323 794.5959 696.1394 597.6455

20 842.2272 682.7627 582.4303 783.4677 598.7567 564.1034 696.9549 597.4594 497.9404

30 772.2278 528.1612 511.1344 697.7656 535.1345 467.8293 667.1939 497.9409 468.1324

40 672.1729 489.7717 423.1424 683.1526 463.7263 357.6777 653.1526 468.7263 378.1454

50 572.35278 428.1717 383.5524 593.3536 424.1737 346.1336 586.3536 446.1737 297.6645

60 473.3627 329.6717 331.1322 483.3636 363.6723 235.8657 497.3636 397.6723 268.3256
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Table 2. Variance of waiting time of the transactions in the waiting Queue

λ =0.05 λ =0.03 λ =0.01

  b μ=0.04 μ=0.06 μ =0.08 μ=0.04 μ=0.06 μ =0.08 μ=0.04 μ=0.06 μ =0.08

10 9.78 
E+05

5.54E+05 4.23E+05 8.45E+05 5.12E+05 4.13E+05 8.25E+05 5.02E+05 4.02E+05

20 7.25 
E+05

4.85E+05 3.45E+05 6.56E+05 4.65E+05 3.22E+05 6.26E+05 4.45E+05 3.12E+05

30 5.56 E 
+05

3.23E+05 2.67E+05 5.34E+05 3.20E+05 2.54E+05 5.14E+05 3.10E+05 2.24E+05

40 4.46 
E+05

2.54E+05 2.34E+05 4.32E+05 2.45E+05 2.23E+05 4.12E+05 2.25E+05 2.13E+05

50 2.97 
E+05

2.51E+05 2.13E+05 2.78E+05 2.34E+05 2.05E+05 2.58E+05 2.14E+05 1.97E+05

60 2.26 
E+05

1.34E+05 1.24E+05 2.13E+05 1.23E+05 1.21E+05 2.03E+05 1.03E+05 0.98E+05

Figure 7. Effect on N on L
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Figure 8. Effect of N Vs Lq

Figure 9. Effect of N on W
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Figure 10. Effect on N on Wq

Figure 11. Effect of blocking probability for different values of b and N
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CONCLUSION

Blockchain and distributed ledger technology initially started with the cryptocurrencies and in the 
later stages, many research communities and the industries started evaluating and incorporating this 
technology into innumerable existing technologies. Blockchain Technology avidly facilitates several 
components of Smart City where Smart Healthcare plays a predominant role. In this particular 
scenario, a lot of patient data is constantly collected, recorded and analyzed by several healthcare 
professionals to provide efficient health services within the stipulated time. After several study it 
has been found that many mathematical models have also been built to prove the efficiency and 
authenticity of the application. Many uses cases have the same fundamental question of whether 
the use cases are going to give the required performance measures. To facilitate the decision, in this 
paper we have implemented hQChain model i.e. a queueing model M1,b/Mb/1 model that evaluates 
the various performance measures of the healthcare system and substantiates that such a model can 
prove to ensure an efficient Smart Healthcare System. The future research direction of this work 
include the studying the different real life parameters and their impact on different distributions.
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